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ПОЛИТИКА 

оператора в отношении обработки персональных данных 

1. ОБЩИЕ ПОЛОЖЕНИЯ 

1.1. Настоящая Политика оператора  в отношении обработки персональных данных (далее – Полити-

ка) разработана во исполнение требований п. 2 ч. 1 ст. 18.1 Федерального закона от 27.07.2006г. 

№ 152-ФЗ «О персональных данных» (далее – Закон) в целях обеспечения защиты прав и свобод 

человека и гражданина при обработке его персональных данных, в том числе защиты прав на 

неприкосновенность частной жизни, личную и семейную тайну. 

1.2. Политика действует в отношении всех персональных данных, которые обрабатывает ОП ООО 

«СТАВРОПОЛЬ АВТОЮГ» (далее - Оператор). 

1.3. Политика распространяется на отношения в области обработки персональных данных, возник-

шие у Оператора как до, так и после утверждения настоящей Политики. 

1.4. Во исполнение требований ч. 2 ст. 18 Закона настоящая политика публикуется в свободном 

доступе: 

- в телекоммуникационной сети Интернет на официальных веб-сайтах Оператора: 

 

https://chery-autoug.ru/ 

 

- на информационных стендах на территории Оператора по адресу: 355040, Ставропольский 

край, г Ставрополь, ул Западный обход, д. 70. 

1.5. Обработка персональных данных в ОП ООО «АВТОЮГ СТАВРОПОЛЬ» выполняется с исполь-

зованием средств автоматизации или без использования таких средств и включает сбор, запись, 

систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, исполь-

зование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, 

удаление, уничтожение персональных данных субъектов персональных данных, персональные 

данные которые обрабатываются у Оператора. 

1.6. Обработка персональных данных без использования средств автоматизации может осуществ-

ляться в виде документов на бумажных носителях и в электронном виде (файлы, базы данных) на 

электронных носителях информации. 

1.7. К субъектам персональных данных, персональные данные которых обрабатываются у Оператора, 

в соответствии с настоящим Политикой относятся: 

1). Сотрудники Оператора и члены их семьи; 

2). Соискатели на вакантные должности Оператора; 

3). Супруги (в том числе бывшие, супруги братьев и сестёр, братья и сёстры супругов), лица, со-

стоящие в родстве (свойстве) с субъектом персональных данных, указанные в подпунктах 1, 2 

настоящего пункта, в случаях, предусмотренных законодательством Российской Федерации; 

4). Уволенные сотрудники Оператора; 

https://chery-autoug.ru/
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5). Лица, обработка персональных данных которых осуществляется в связи с исполнением граж-

данско-правовых договоров, заключаемых Оператором; 

6). Лица, обработка персональных данных которых осуществляется в связи с выполнением воз-

ложенных законодательством Российской Федерации на Оператора функций, полномочий и обя-

занностей; 

1.8. Оператор обрабатывает персональные данные с соблюдением принципов и условий, предусмот-

ренных настоящей Политикой и законодательством Российской Федерации.   

2. ОСНОВНЫЕ ПРАВА И ОБЯЗАННОСТИ ОПЕРАТОРА. 

Оператор имеет право: 

− самостоятельно определять состав и перечень мер, необходимых и достаточных для обеспечения 

выполнения обязанностей, предусмотренных Законом о персональных данных и принятыми в со-

ответствии с ним нормативными правовыми актами, если иное не предусмотрено Законом о пер-

сональных данных или другими федеральными законами; 

− поручить обработку персональных данных другому лицу с согласия субъекта персональных дан-

ных, если иное не предусмотрено федеральным законодательством, на основании заключаемого с 

этим лицом договора. Лицо, осуществляющее обработку персональных данных по поручению 

Оператора, обязано соблюдать принципы и правила обработки персональных данных, предусмот-

ренные Законом о персональных данных, соблюдать конфиденциальность персональных данных, 

принимать необходимые меры, направленные на обеспечение выполнения обязанностей, преду-

смотренных Законом о персональных данных; 

− в случае отзыва субъектом персональных данных согласия на обработку персональных данных 

Оператор вправе продолжить обработку персональных данных без согласия субъекта персональ-

ных данных при наличии оснований, указанных в Федеральном законе от 27.06.2006г. № 152-ФЗ 

«О персональных данных». 

 Оператор обязан: 

− организовывать обработку персональных данных в соответствии с требованиями Закона о персо-

нальных данных; 

− отвечать на обращения и запросы субъектов персональных данных и их законных представителей 

в соответствии с требованиями Закона о персональных данных; 

− сообщать в уполномоченный орган по защите прав субъектов персональных данных (Федеральную 

службу по надзору в сфере связи, информационных технологий и массовых коммуникаций 

(Роскомнадзор)) по запросу этого органа необходимую информацию в течение 10 рабочих дней с 

даты получения такого запроса. Данный срок может быть продлен, но не более чем на пять рабо-

чих дней. Для этого Оператору необходимо направить в Роскомнадзор мотивированное уведомле-

ние с указанием причин продления срока предоставления запрашиваемой информации; 

− в порядке, определенном федеральным органом исполнительной власти, уполномоченным в обла-

сти обеспечения безопасности, обеспечивать взаимодействие с государственной системой обнару-

жения, предупреждения и ликвидации последствий компьютерных атак на информационные ре-

сурсы РФ, включая информирование его о компьютерных инцидентах, которые повлекли неправо-

мерную передачу (предоставление, распространение, доступ) персональных данных. 

 

2.1. Основные права субъекта персональных данных. 

Субъект персональных данных  имеет право: 

− получать информацию, касающуюся обработки его персональных данных, за исключением случа-

ев, предусмотренных федеральными законами. Сведения предоставляются субъекту персональных 

данных Оператором в доступной форме, и в них не должны содержаться персональные данные, 

относящиеся к другим субъектам персональных данных, за исключением случаев, когда имеются 

законные основания для раскрытия таких персональных данных. Перечень информации и порядок 

ее получения установлен Законом о персональных данных; 

− требовать от оператора уточнения его персональных данных, их блокирования или уничтожения в 

случае, если персональные данные являются неполными, устаревшими, неточными, незаконно по-

consultantplus://offline/ref=A40EB56B7EB51568E21F764F226D0562DB667D60FFA57FEAA1871CB8FB5FE7274CCA2C4DF9B3CDD9CBA901508BM2G8I
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лученными или не являются необходимыми для заявленной цели обработки, а также принимать 

предусмотренные законом меры по защите своих прав; 

− дать предварительное согласие на обработку персональных данных в целях продвижения на рынке 

товаров, работ и услуг; 

− обжаловать в Роскомнадзоре или в судебном порядке неправомерные действия или бездействие 

Оператора при обработке его персональных данных. 

2.2. Контроль за исполнением требований настоящей Политики осуществляется уполномоченным 

лицом, ответственным за организацию обработки и защиты персональных данных у Оператора.  

2.3. Ответственность за нарушение требований законодательства Российской Федерации и норма-

тивных актов Оператора в сфере обработки и защиты персональных данных определяется в со-

ответствии с законодательством Российской Федерации. 

3. ЦЕЛИ СБОРА ПЕРСОНАЛЬНЫХ ДАННЫХ. 

3.1. Обработка персональных данных ограничивается достижением конкретных, заранее определён-

ных и законных целей. Не допускается обработка персональных данных, несовместимая с целя-

ми сбора персональных данных.  

3.2. Обработке подлежат только персональные данные, которые отвечают целям их обработки. 

3.3. Обработка Оператором персональных данных осуществляется в следующих целях: 

- ведение кадрового и бухгалтерского учёта; 

- обеспечение соблюдения налогового законодательства РФ; 

- обеспечение соблюдения пенсионного законодательства РФ; 

- обеспечение безопасности деятельности Оператора; 

- подготовка, заключение и исполнение гражданско-правового договора; 

- подбор персонала (соискателей) на вакантные должности Оператора; 

- ведение воинского учёта; 

- иных целях предусмотренных действующим законодательством РФ. 

4. ПРАВОВЫЕ ОСНОВАНИЯ ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ. 

4.1. Правовым основанием обработки персональных данных является совокупность нормативных 

правовых актов, во исполнение которых и в соответствии с которыми Оператор осуществляет 

обработку персональных данных, в том числе: 

• Конституция Российской Федерации; 

• Гражданский кодекс Российской Федерации;  

• Трудовой кодекс Российской Федерации;  

• Налоговый кодекс Российской Федерации;  

• Федеральный закон от 27.07.2006 № 152-ФЗ «О персональных данных»;  

• Федеральный закон от 08.02.1998 № 14-ФЗ "Об  обществах с ограниченной ответственно-

стью";  

• Федеральный закон от 06.12.2011 № 402-ФЗ «О бухгалтерском учете»;  

• Федеральный закон от 15.12.2001 № 167-ФЗ «Об обязательном пенсионном страховании в 

Российской Федерации»;  

• иные нормативные правовые акты, регулирующие отношения, связанные с деятельностью 

Оператора.  

4.2. Правовым основанием обработки персональных данных также являются: 

• Устав Оператора; 

• договоры, заключаемые между Оператором и субъектами персональных данных; 

• согласие субъектов персональных данных на обработку их персональных данных. 

5. ОБЪЁМ И КАТЕГОРИИ ОБРАБАТЫВАЕМЫХ ПЕРСОНАЛЬНЫХ ДАННЫХ, КАТЕГОРИИ СУБЪЕКТОВ ПЕР-

СОНАЛЬНЫХ ДАННЫХ. 

5.1. Содержание и объем обрабатываемых персональных данных должны соответствовать заявлен-

ным целям обработки, предусмотренным в части 3 настоящей Политики. Обрабатываемые персональ-

ные данные не должны быть избыточными по отношению к заявленным целям их обработки. 

5.2. Оператор может обрабатывать персональные данные следующих категорий субъектов персо-

нальных данных: 

consultantplus://offline/ref=A40EB56B7EB51568E21F764F226D0562DB617767FBA17FEAA1871CB8FB5FE7275ECA7441F9B5D3DACDBC5701CD7ECDBF7E05687755265311M5GAI
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5.2.1.  Работники и бывшие работники Оператора – для целей ведения бухгалтерского и кадрового учё-

та и реализации иных непосредственно связанных с этим отношений: фамилия, имя, отчество; год 

рождения; месяц рождения; дата рождения; место рождения; семейное положение; доходы; пол; адрес 

места жительства; адрес регистрации; номер телефона; СНИЛС; ИНН; гражданство; данные докумен-

та, удостоверяющего личность; данные документа, содержащиеся в свидетельстве о рождении; рекви-

зиты банковской карты; номер расчетного счета; номер лицевого счета; профессия; должность; сведе-

ния о трудовой деятельности (в том числе стаж работы, данные о трудовой занятости на текущее вре-

мя с указанием наименования и расчетного счета организации); отношение к воинской обязанности, 

сведения о воинском учете; сведения об образовании; сведения о состоянии здоровья; данные полиса 

ОМС; адрес электронной почты; иные персональные данные, получение которых необходимо для ис-

полнения требований действующего законодательства. 

5.2.2.  Члены семьи работников Оператора – для целей ведения бухгалтерского и кадрового учёта (в 

частности, связанного с исполнением трудового законодательства), и реализации иных непосред-

ственно связанных с этим отношений: фамилия, имя, отчество; год рождения; месяц рождения; дата 

рождения; пол; иные персональные данные, получение которых необходимо для исполнения требова-

ний действующего законодательства. 

5.2.3.  Соискатели - для целей подбора персонала на вакантные должности в штатном расписание Опе-

ратора: фамилия, имя, отчество; год рождения; месяц рождения; дата рождения; адрес места житель-

ства; номер телефона; гражданство; профессия; сведения о трудовой деятельности (в том числе стаж 

работы, данные о трудовой занятости на текущее время с указанием наименования и расчетного счета 

организации); сведения об образовании. 

5.2.4. Работники, родственники работников и контрагенты - для целей соблюдения налогового зако-

нодательства РФ: фамилия, имя, отчество; год рождения; месяц рождения; дата рождения; доходы;  

ИНН; иные персональные данные, получение которых необходимо для исполнения требований дей-

ствующего законодательства. 

5.2.5. Работники, родственники работников и контрагенты - для целей соблюдения пенсионного за-

конодательства РФ: фамилия, имя, отчество; год рождения; месяц рождения; дата рождения; доходы; 

СНИЛС; сведения о трудовой деятельности (в том числе стаж работы, данные о трудовой занятости 

на текущее время с указанием наименования и расчетного счета организации); 

сведения о состоянии здоровья; иные персональные данные, получение которых необходимо для ис-

полнения требований действующего законодательства. 

5.2.6. Работники и уволенные работники - для целей ведения воинского учета: фамилия, имя, отче-

ство; год рождения; месяц рождения; дата рождения; место рождения; семейное положение; пол; ад-

рес места жительства; адрес регистрации; номер телефона; гражданство; данные документа, удосто-

веряющего личность; данные водительского удостоверения; профессия; должность; сведения о трудо-

вой деятельности (в том числе стаж работы, данные о трудовой занятости на текущее время с указа-

нием наименования и расчетного счета организации); отношение к воинской обязанности, сведения о 

воинском учете; сведения об образовании; состав семьи; знание иностранных языков; сведения о со-

стоянии здоровья; данные изображения лица, полученные с помощью фото- видео устройств не поз-

воляющие установить личность субъекта персональных данных; состав семьи; знание иностранных 

языков; иные персональные данные, получение которых необходимо для исполнения требований дей-

ствующего законодательства. 

5.2.7. Клиенты и конечные покупатели (включая их представителей), контрагенты - для подготовки, 

заключения и исполнения гражданско-правовых договоров: фамилия, имя, отчество; дата, место рож-

дения; возраст, пол; адрес, телефон, адрес электронной почты; сведения о месте работы и должности; 

сведения о документе удостоверяющем личность; данные документа, содержащиеся в свидетельстве о 

рождении; данные о трудовой деятельности (в том числе стаж работы, данные о трудовой занятости 

на текущее время с указанием наименования и расчётного счёта организации), реквизиты банковской 

карты, номер расчётного счёта, профессия, ИНН, гражданство, профессия. 

5.2.8. Клиенты и конечные покупатели, контрагентов – для целей улучшения качества обслуживания: 

фамилия, имя, отчество; дата рождения; номер телефона; адрес места жительства; адрес электронной 

почты. 

5.2.9. Клиентов и конечных потребителей, контрагентов (включая их представителей) -  для реклам-

ных и информационных целей: фамилия, имя, отчество; фото-видео изображение. 

5.2.10. Cookie файлов посетителей официального сайта Оператора  
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Cookie-файлы — это небольшие текстовые файлы, временно хранящиеся на Вашем компьютере и поз-

воляющие сайтам в сети Интернет идентифицировать Ваш компьютер, например, при повторном по-

сещении сайта. Cookie-файлы не содержат каких-либо персональных данных и необходимы для сбора 

статистических данных, отслеживания активности пользователя на сайте и для идентификации по-

вторных посещений: 

- действия пользователей: просмотр страниц, клики по ссылкам, время проведённое на странице; 

- информация откуда пришёл пользователь: прямая ссылка, переход из поисковых систем, переход с 

других сайтов, переход с рекламы; 

- устройство и операционная система: информация об устройстве и операционной системе, с которой 

пользователь посещает сайт; 

- данные о длительности и  количестве сессий: продолжительность сессии и количество посещений 

сайта пользователем, а также видеозапись его действий на страницах сайта (функция «Вебвизор»). 

На официальном сайте Оператора подключен сервис Яндекс Метрика: 

- IP-адрес: для определения географического местоположения пользователя; 

- данные о браузере: информация о версии браузера, операционной системы и других настройках; 

- часовой пояс: помогает определить временную зону пользователя. 

 Вы понимаете и соглашаетесь с тем, что используемые Оператором сторонние разработки в виде 

счетчиков посетителей сайтов в сети Интернет могут самостоятельно и без ведома Оператора разме-

щать собственные Cookie-файлы.  

Вы понимаете, что самостоятельно и по своему усмотрению можете разрешить, запретить либо огра-

ничить использование Cookie-файлов. Для этого Вам необходимо скорректировать соответствующие 

настройки браузера — программного обеспечения, используемого Вами для посещения сайтов в сети 

Интернет. Вы также можете самостоятельно удалить ранее полученные Cookie-файлы. 

Оператор исходит из того, что, находясь на сайте Оператора в сети Интернет, Вы выражаете свое яв-

ное согласие на использование Оператором Cookie-файлов. 

5.2.11. Работников, клиентов и контрагентов – для публикация отзывов, экспертных мнений, сове-

тов, информацию о Операторе и партнёрах на официальном сайте Оператора и в популярных социаль-

ных сетях: фамилия, имя, отчество; должность, место работы; фото-видео изображение. 

5.3. Оператором не осуществляется обработка специальных категорий персональных данных, каса-

ющихся расовой, национальной принадлежности, политических взглядов, религиозных или философ-

ских убеждений, состояния здоровья, интимной жизни, за исключением случаев, предусмотренных 

законодательством РФ. 

6. ПОРЯДОК И УСЛОВИЯ ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ 

6.1. Обработка персональных данных осуществляется Оператором в соответствии с требованиями 

законодательства Российской Федерации. 

6.2. Обработка персональных данных осуществляется с согласия субъектов персональных данных на 

обработку их персональных данных, а также без такового в случаях, предусмотренных законода-

тельством Российской Федерации. 

6.3. Оператор осуществляет обработку персональных данных для каждой цели их обработки следу-

ющими способами: 

− неавтоматизированная обработка персональных данных; 

− автоматизированная обработка персональных данных с передачей полученной информации 

по информационно-телекоммуникационным сетям или без таковой; 

− смешанная обработка персональных данных. 

6.4. К обработке персональных данных допускаются работники Оператора, в должностные обязанно-

сти которых входит обработка персональных данных. 

6.5. Обработка персональных данных для каждой цели обработки, указанной в части 3 Политики, 

осуществляется путем: 

− получения персональных данных в устной и письменной форме непосредственно от субъек-

тов персональных данных; 

− внесения персональных данных в журналы, реестры и информационные системы Оператора; 

− использования иных способов обработки персональных данных. 

consultantplus://offline/ref=A40EB56B7EB51568E21F764F226D0562DB667D60FFA57FEAA1871CB8FB5FE7275ECA7441F9B5D3D1CFBC5701CD7ECDBF7E05687755265311M5GAI
consultantplus://offline/ref=A40EB56B7EB51568E21F764F226D0562DB667D60FFA57FEAA1871CB8FB5FE7275ECA7441F9B5D1DCCABC5701CD7ECDBF7E05687755265311M5GAI
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6.6. Не допускается раскрытие третьим лицам и распространение персональных данных без согласия 

субъекта персональных данных, если иное не предусмотрено федеральным законом. Согласие на 

обработку персональных данных, разрешенных субъектом персональных данных для распростра-

нения, оформляется отдельно от иных согласий субъекта персональных данных на обработку его 

персональных данных. Требования к содержанию согласия на обработку персональных данных, 

разрешенных субъектом персональных данных для распространения, утверждены Приказом 

Роскомнадзора от 24.02.2021 № 18 «Об утверждении требований к содержанию согласия на обра-

ботку персональных данных, разрешенных субъектом персональных данных для распростране-

ния» и распоряжением Правительства Российской Федерации от 01.02.2023г. № 207-Р. 

6.7. Передача персональных данных органам дознания и следствия, в Федеральную налоговую службу, 

Социальный фонд России и другие уполномоченные органы исполнительной власти и организа-

ции осуществляется в соответствии с требованиями законодательства Российской Федерации. 

6.8. Оператор принимает необходимые правовые, организационные и технические меры для защиты 

персональных данных от неправомерного или случайного доступа к ним, уничтожения, измене-

ния, блокирования, распространения и других несанкционированных действий, в том числе: 

− определяет угрозы безопасности персональных данных при их обработке; 

− принимает локальные нормативные акты и иные документы, регулирующие отношения в сфе-

ре обработки и защиты персональных данных; 

− назначает лиц, ответственных за обеспечение безопасности персональных данных в структур-

ных подразделениях и информационных системах Оператора; 

− создает необходимые условия для работы с персональными данными; 

− организует учет документов, содержащих персональные данные; 

− организует работу с информационными системами, в которых обрабатываются персональные 

данные; 

− хранит персональные данные в условиях, при которых обеспечивается их сохранность и ис-

ключается неправомерный доступ к ним; 

− организует обучение работников Оператора, осуществляющих обработку персональных дан-

ных. 

6.9. Оператор осуществляет хранение персональных данных в форме, позволяющей определить 

субъекта персональных данных, не дольше, чем этого требует каждая цель обработки персональ-

ных данных, если срок хранения персональных данных не установлен федеральным законом, до-

говором. 

6.9.1. Персональные данные на бумажных носителях хранятся у Оператора в течение сроков хранения 

документов, для которых эти сроки предусмотрены законодательством об архивном деле в РФ 

(Федеральный закон от 22.10.2004 № 125-ФЗ «Об архивном деле в Российской Федерации», Пере-

чень типовых управленческих архивных документов, образующихся в процессе деятельности гос-

ударственных органов, органов местного самоуправления и организаций, с указанием сроков их 

хранения (утв. Приказом Росархива от 20.12.2019 № 236 «Об утверждении Перечня типовых 

управленческих архивных документов, образующихся в процессе деятельности государственных 

органов, органов местного самоуправления и организаций, с указанием сроков их хранения»)). 

6.9.2.  Срок хранения персональных данных, обрабатываемых в информационных системах персональ-

ных данных, соответствует сроку хранения персональных данных на бумажных носителях. 

6.10. Оператор прекращает обработку персональных данных в следующих случаях: 

− выявлен факт их неправомерной обработки. Срок - в течение трех рабочих дней с даты выяв-

ления; 

− достигнута цель их обработки; 

− истек срок действия или отозвано согласие субъекта персональных данных на обработку ука-

занных данных, когда по Закону обработка этих данных допускается только с согласия. 

6.11. При достижении целей обработки персональных данных, а также в случае отзыва субъектом пер-

сональных данных согласия на их обработку Оператор прекращает обработку этих данных, если: 

− иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручите-

лем, по которому является субъект персональных данных; 

− Оператор не вправе осуществлять обработку без согласия субъекта персональных данных на 

основаниях, предусмотренных Законом или иными федеральными законами; 

consultantplus://offline/ref=A40EB56B7EB51568E21F764F226D0562DB677663FAA17FEAA1871CB8FB5FE7274CCA2C4DF9B3CDD9CBA901508BM2G8I
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consultantplus://offline/ref=A40EB56B7EB51568E21F764F226D0562DC617162FDA47FEAA1871CB8FB5FE7275ECA7441F9B5D3D8CDBC5701CD7ECDBF7E05687755265311M5GAI
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− иное не предусмотрено другим соглашением между Оператором и субъектом персональных 

данных. 

6.12. При обращении субъекта персональных данных к Оператору с требованием о прекращении об-

работки персональных данных в срок, не превышающий 10 рабочих дней с даты получения Опе-

ратором соответствующего требования, обработка персональных данных прекращается, за ис-

ключением случаев, предусмотренных Законом. Указанный срок может быть продлен, но не бо-

лее чем на пять рабочих дней. Для этого Оператору необходимо направить субъекту персональ-

ных данных мотивированное уведомление с указанием причин продления срока. 

6.13. При сборе персональных данных, в том числе посредством информационно-

телекоммуникационной сети «Интернет», Оператор обеспечивает запись, систематизацию, 

накопление, хранение, уточнение (обновление, изменение), извлечение персональных данных 

граждан Российской Федерации с использованием баз данных, находящихся на территории Рос-

сийской Федерации, за исключением случаев, указанных в Законе «О персональных данных». 

7. АКТУАЛИЗАЦИЯ, ИСПРАВЛЕНИЕ, УДАЛЕНИЕ, УНИЧТОЖЕНИЕ ПЕРСОНАЛЬНЫХ ДАННЫХ, ОТВЕТЫ НА 

ЗАПРОСЫ СУБЪЕКТОВ НА ДОСТУП К ПЕРСОНАЛЬНЫМ ДАННЫМ 

7.1. Подтверждение факта обработки персональных данных Оператором , правовые основания и цели 

обработки персональных данных, а также иные сведения, указанные в ч.7 ст.14 Закона, предо-

ставляются Оператором субъекту персональных данных или его представителю в течение 10 ра-

бочих дней с момента обращения либо получения запроса субъекта персональных данных или 

его представителя. Данный срок может быть продлён, но не более чем на пять рабочих дней. Для 

этого Оператор направляет субъекту персональных данных мотивированное уведомление с ука-

занием причины продления срока предоставления запрашиваемой информации. 

В предоставляемые сведения не включаются персональные данные, относящиеся к другим субъ-

ектам персональных данных, за исключением случаев, когда имеются законные основания для 

раскрытия таких персональных данных. 

Запрос должен содержать: 

- номер основного документа, удостоверяющего личность субъекта персональных данных 

или его представителя, сведения о дате выдачи и органе его выдавшем; 

- сведения, подтверждающие участие субъекта персональных данных в отношениях с Опе-

ратором (номер договора, дата заключения договора и/или иные сведения), либо сведения, 

иным образом подтверждающие факт обработки персональных данных Оператором. 

Запрос может быть направлен в форме электронного документа и подписан электронной подпи-

сью в соответствии с законодательством Российской Федерации. 

Оператор предоставляет сведения, указанные в ч.7 ст.14 Закона, субъекту персональных данных 

или его представителю в той форме, в которой направлено  соответствующее обращение либо 

запрос, если иное не указано в обращении или запросе. 

Если в обращении (запросе) субъекта персональных данных не отражены в соответствии с тре-

бованиями Закона все необходимые сведения или субъект не обладает правами доступа к запра-

шиваемой информации, то ему направляется мотивированный отказ. 

Право субъекта персональных данных на доступ к его персональным данным может быть огра-

ничено в соответствии с ч.8 ст.14 Закона, в том числе если доступ субъекта персональных дан-

ных нарушает права и законные интересы третьих лиц.   

7.2. В случае выявления неточных персональных данных при обращении субъекта персональных 

данных или его представителя, либо по их запросу или по запросу Роскомнадзора, Оператор 

осуществляет блокирование персональных данных, относящихся к этому субъекту персональных 

данных, с момента такого обращения или получения указанного запроса на период проверки, ес-

ли блокирование персональных данных не нарушает права и законные интересы субъекта персо-

нальных данных или третьих лиц. 

В случае подтверждения факта  неточности персональных данных Оператор на основании сведе-

ний, представленных субъектом персональных данных или его представителем либо Роском-

consultantplus://offline/ref=A40EB56B7EB51568E21F764F226D0562DB667D60FFA57FEAA1871CB8FB5FE7274CCA2C4DF9B3CDD9CBA901508BM2G8I
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надзором, или иных необходимых документов уточняет персональные данные в течение семи 

рабочих дней со дня представления таких сведений и снимает блокирование персональных дан-

ных.    

7.3. В случае выявления неправомерных действий обработки персональных данных при обращении 

(запросе) субъекта персональных данных или его представителя либо Роскомнадзора Оператор 

осуществляет блокирование неправомерно обрабатываемых персональных данных, относящихся 

к этому субъекту персональных данных, с момента такого обращения или получения запроса. 

7.4. При выявлении Оператором, Роскомнадзором или иным заинтересованным лицом факта непра-

вомерной или случайной передачи (предоставления, распространения) персональных данных 

(доступа к персональным данным), повлекшей нарушение прав субъектов персональных данных, 

Оператор: 

− в течение 24 часов - уведомляет Роскомнадзор о произошедшем инциденте, предполагае-

мых причинах, повлекших нарушение прав субъектов персональных данных, предполага-

емом вреде, нанесенном правам субъектов персональных данных, и принятых мерах по 

устранению последствий инцидента, а также предоставляет сведения о лице, уполномо-

ченном Оператором на взаимодействие с Роскомнадзором по вопросам, связанным с ин-

цидентом; 

− в течение 72 часов - уведомляет Роскомнадзор о результатах внутреннего расследования 

выявленного инцидента и предоставляет сведения о лицах, действия которых стали его 

причиной (при наличии).  

7.5. Порядок уничтожения персональных данных Оператором 

7.5.1. Условия и сроки уничтожения персональных данных Оператором: 

- достижение цели обработки персональных данных, либо утрата необходимости достигать 

эту цель – в течение 30 дней; 

- достижение максимальных сроков хранения документов, содержащих персональные данные 

– в течение 30 дней; 

- предоставление субъектом персональных данных или его представителем подтверждения то-

го, что данные получены незаконно или не являются необходимыми для заявленной цели об-

работки – в течение 7 рабочих дней; 

- отзыв субъектом персональных данных согласия на обработку его персональных данных, ес-

ли их сохранение для целей их обработки более не требуется – в течение 30 дней. 

7.5.2. При достижении цели обработки персональных данных, а также в случае отзыва субъектом 

персональных данных согласия на их обработку персональные данные подлежат уничтожению, если: 

− иное не предусмотрено договором, стороной которого, выгодоприобретателем или пору-

чителем, по которому является субъект персональных данных; 

− Оператор не вправе осуществлять обработку без согласия субъекта персональных данных 

на основаниях, предусмотренных Законом о персональных данных или иными федераль-

ными законами; 

− иное не предусмотрено другим соглашением между Оператором и субъектом персональ-

ных данных. 

7.5.3. Уничтожение персональных данных осуществляет комиссия, созданная приказом генерально-

го директора Оператора 

7.5.4. Способы уничтожения персональных данных устанавливаются в локальных нормативных ак-

тах Оператора. 

8. ОБЕСПЕЧЕНИЕ БЕЗОПАСНОСТИ И ЗАЩИТЫ ПЕРСОНАЛЬНЫХ ДАННЫХ 

8.1. При обработке персональных данных оператор принимает необходимые правовые, организаци-

онные и технические меры для защиты персональных данных от неправомерного или случайного 

доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распро-

странения персональных данных, а также от иных неправомерных действий в отношении персо-

нальных данных. 

8.2. Обеспечение безопасности персональных данных достигается, в частности: 

8.2.1. назначением Оператором ответственного за организацию обработки персональных данных; 

consultantplus://offline/ref=A40EB56B7EB51568E21F764F226D0562DB667D60FFA57FEAA1871CB8FB5FE7274CCA2C4DF9B3CDD9CBA901508BM2G8I
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8.2.2. изданием Оператором документов, определяющих политику Оператора в отношении обработ-

ки персональных данных, локальных актов по вопросам обработки персональных данных, а также 

локальных актов, устанавливающих процедуры, направленные на предотвращение и выявление 

нарушений законодательства Российской̆ Федерации, устранение последствий таких нарушений;  

8.2.3. осуществлением внутреннего контроля и (или) аудита соответствия обработки персональных 

данных законодательству в области обработки персональных данных и принятым в соответствии с 

ним нормативным правовым актам, требованиям к защите персональных данных, политике Операто-

ра в отношении обработки персональных данных, локальным актам Оператора;  

8.2.4. ознакомлением работников Оператора, непосредственно осуществляющих обработку персо-

нальных данных, с положениями законодательства Российской̆ Федерации о персональных данных, в 

том числе требованиями к защите персональных данных, документами, определяющими политику 

Оператора в отношении обработки персональных данных, локальными актами по вопросам обработ-

ки персональных данных, и (или) обучение указанных работников.  

8.2.5. определением угроз безопасности персональных данных при их обработке в информационных 

системах персональных данных; 

8.2.6. применением организационных и технических мер по обеспечению безопасности персональ-

ных данных при их обработке в информационных системах персональных данных, необходимых для 

выполнения требований к защите персональных данных, исполнение которых обеспечивает установ-

ленные Правительством Российской Федерации уровни защищенности персональных данных; 

8.2.7. применением прошедших в установленном порядке процедуру оценки соответствия средств 

защиты информации; 

8.2.8. оценкой эффективности принимаемых мер по обеспечению безопасности персональных дан-

ных до ввода в эксплуатацию информационной системы персональных данных; 

8.2.9. учетом машинных носителей персональных данных; 

8.2.10. обнаружением фактов несанкционированного доступа к персональным данным и принятием 

мер; 

8.2.11. восстановлением персональных данных, модифицированных или уничтоженных вследствие 

несанкционированного доступа к ним; 

8.2.12. установлением правил доступа к персональным данным, обрабатываемым в информационной 

системе персональных данных, а также обеспечением регистрации и учета всех действий, совершае-

мых с персональными данными в информационной системе персональных данных; 

8.2.13. контролем за принимаемыми мерами по обеспечению безопасности персональных данных и 

уровня защищенности информационных систем персональных данных. 

9. ЗАКЛЮЧИТЕЛЬНЫЕ ПОЛОЖЕНИЯ 

9.1. Оператор ОП ООО «СТАВРОПОЛЬ АВТОЮГ» располагается по адресу: 355040, Ставрополь-

ский край, г Ставрополь, ул Западный обход, д. 70. 

9.2. Настоящая политика подлежит изменению, дополнению в случае появления новых законода-

тельных актов и специальных нормативных документов по обработке и защите персональных данных. 

9.3. Контроль исполнения требований настоящей политики осуществляется ответственным 

за организацию обработки персональных данных. 

9.4. Ответственность должностных лиц оператора, имеющих доступ к персональным данным, 

за невыполнение требований норм, регулирующих обработку и защиту персональных данных, опреде-

ляется в соответствии с законодательством Российской Федерации и внутренними документами опе-

ратора. 


